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Abstract: It is a wireless network made up of mobile nodes that operate independently and use radio waves to communicate. Nodes can 

communicate with one another without a permanent basic structure by exchanging packers with nearby nodes. When the hosts are in 

wireless communication range, they exchange packets directly and without the need for a middle man. By sending messages to 

intermediaries, communication occurs outside of the wireless range. The message is sent to the closest host by the originating node. The 

host intern passes it on to the host that is the closest to it, allowing for numerous hops between the intermediate nearby nodes to carry out 

the conversation. In these networks, each node is in charge of deciding which path is the most effective for transferring packets. The best 

path is picked and the packet is forwarded when a node receives it. Every node of the network has routing capabilities built into it in this 

fashion. At first, a new protocol called Energy Aware Simple Ant Routing Algorithm (ESARA) was developed in which the node's energy 

consumption was factored into the cost function. It was discovered that the adjustment boosted the packet delivery ratio and decreased 

routing overhead. Such an adjustment also helped boost communication throughput. It was observed that ESARA's performance improved 

even when the number of hosts increased. 

Keywords: Wireless network, wireless range, MANET, SARA, ESARA. 

1. Introduction 

The efficiency of the network is dependent on how well 

the routing protocol performs. The following 

characteristics are ideal for an efficient MANET routing 

protocol. The MANET routing protocols should ideally 

have these qualities in order to function well. i) 

Distributed control: In MANET, routing is carried out 

jointly by all nodes because there is no centralized control 

[1]. The protocols used in MANET should therefore have 

distributed control for this reason. ii) Loop Free: Packets 

transmitted along paths with loops will just circle without 

being eaten by any nodes. This lowers network 

effectiveness. A perfect protocol would find a direct route 

from source to destination without any loops. iii) Adjust 

to the circumstance: The MANET routing protocol should 

zealously support any changes to the network's structure 

[2]. They must effectively use resources like bandwidth 

and power. iv) Secure: The creation of MANET requires 

the cooperation of all hosts connected to the network. 

These networks are typically vulnerable to assaults at the 

network and link layers. Hence, MANET protocols should 

be resilient to a variety of network threats [3]. 
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Fig I: A WSN model with multiple mobile chargers. 

It can be difficult to route in the changing environment of 

MANET. Many problems prevent efficient routing 

operations. These are a few of the concerns that should be 

addressed when creating MANET routing protocols. 

MANET communicates over a wireless medium. Due to 

electromagnetic interference or unfavourable weather, the 

wireless medium is vulnerable to distortions. 

Furthermore, erratic are the link's performance and 

bandwidth availability [4]. These variables all affect the 

MANET's ability to communicate effectively. Batteries, 

which cannot maintain electricity for an extended period 

of time, power hosts in MANET. Because of this, hosts in 

MANET live shorter lives. They have limited storage and 

processing power because of their compact size [5]. Nodes 

in MANET move quickly and abruptly alter the network's 

structure. Moreover, their erratic mobility will cause links 

between nearby nodes to fail. Path failure is the result of 

this. Wireless media is vulnerable to issues like noise, 

fading, and interference [6]. They have a lower link 

capacity than wired networks. All of these variables lower 

the bandwidth that is available while limiting the 

maximum transmission rate. Using mobile devices carries 

more danger. They are more vulnerable to physical theft 

and experience network attacks more frequently. Mobile 

networks are susceptible to spoofing, eavesdropping, and 

DOS assaults [7]. 

The network's anatomy quickly changes as a result of the 

hosts' erratic movements in MANET. Traditional 

protocols like shortest-path and link-state protocols 

become obsolete in such a dynamic setting. Many 

protocols are developed to deal with this [8]. Four criteria 

have been used to group these treatments. 1) The method 

for updating routing information, 2) The utilization of 

temporal information, 3) The topology utilized for 

routing, and 4) The kind of resources employed. The 

classification of protocols is not governed by any strict 

rules, and the same protocol may fall under more than one 

heading [9]. 

This is the approach that is most frequently used to 

categorize routing protocols. It makes a distinction 

between the protocols based on the method used to get and 

maintain the route. Protocols falling under this category 

decide on new paths using information from their previous 

route and the condition of the links. The routing protocols 

within this category are further divided into three types 

based on the route discovery and update times. i) 

Proactive routing protocols, often known as “table-

driven” protocols, keep a list of routing information [10]. 

They operate by continuously maintaining pathways 

toward all hosts and routinely discovering paths toward 

every host in the network. The pre-established paths allow 

for rapid packet delivery without the need for new path 

discovery. Regrettably, they send out route revisions on a 
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regular basis to maintain routes. Routing information is 

typically flooded across the network via proactive 

protocols, which increases network traffic and decreases 

the bandwidth that can be used for real data transfer. As a 

result of node movement, links can break [11]. 

ii) The reactive routing protocol only looks for a path 

when it is unquestionably required. A host consults its 

routing table when it needs to communicate with another 

host. The previously created path is used if it is still in 

place. However, a new route is found if there is no 

previously known route. As a result, route finding only 

occurs when necessary. They are also referred to as an on-

demand routing mechanism for this reason. Request 

messages are sent out among the neighbours throughout 

the route discovery phase till they arrive at their 

destination [12]. An intermediate node checks the routing 

table when it receives a route request. A route reply packet 

is returned if there is a viable path. A packet is routed to 

the following intermediate node if not. iii) Hybrid Routing 

Protocols combine reactive and proactive routing 

strategies. It is referred to as a hybrid routing protocol for 

this reason. Nodes are typically considered to be in a 

routing zone if they are located in a topographical region 

or in a pre-established region. With hybrid routing 

systems, proactive communication occurs within the 

routing zone while reactive communication occurs across 

zones [13]. 

What follows is the outline for the rest of the paper. The 

related work is briefly described in part 2, and the 

methodology and the theoretical foundations of the 

methods used are described in section 3. The simulation 

results and analysis are presented in section 4. For the 

chapter’s final section, “key findings” we summarize the 

most important results. 

2. Past Related Work 

In a MANET, nodes can take on the roles of a source, 

destination, or intermediary node. They can send, receive, 

or forward packets in each of these scenarios. To send and 

receive packets, power is required. Less powerful hosts 

will soon lose power, and if these nodes are connected to 

a route, they will result in route failure. The goal of this 

work is to reduce energy usage in ant colony routing 

(ACR). By transferring packets through less congested 

pathways, the protocol that has been created will also take 

signal strength into account when switching between 

alternate paths and lessen the latency [14].  

The Ant Colony Optimization approach is based on 

swarm intelligence, which makes use of foraging ants in 

nature to choose the best course. A group of academic 

researchers first suggested using this optimization 

method. These algorithms are created using two different 

kinds of ants. They are respective Reverse and Forward 

ants. Ants moving forward start their journey from the 

sender node and move toward the destination [15]. At 

each intermediate node during the traverse, the forward 

ant gathers crucial information. After they reach their 

target, forward ants are wiped out and backward ants are 

created. The backward ant changes the pheromone 

concentration at each intermediate host while applying the 

learning from the forward voyage. By transmitting FANT 

reactively, the ARA protocol overcomes the problem of 

excessive control overhead in distribution [16]. This 

protocol cannot significantly reduce the overhead because 

it assumes that the traffic is balanced. The SARA uses a 

different strategy. Additionally, it distributes FANTs to 

nearby nodes while allowing a selected host to redistribute 

the FANT once more. A controlled neighbour broadcast is 

what this is. Additionally, the protocol anticipates that 

there is an imbalance in communication and uses super 

FANT to balance the pheromone level near the link [17]. 

A team of researchers has proposed an improved version 

of the ARA protocol called Ant HocNet. Contrary to the 

maintenance method, this protocol is different. Here, the 

sender host sends proactive FANT (PFANT) to its close 

neighbour on a frequent basis to assess the link quality. 

PFANTS are distributed more slowly in order to find new 

routes. HOPNET is a cantered protocol that is another 

method. Depending on the wireless radius, it divides the 

surroundings into different parts [18]. While 

communicating across regions, the proactive approach is 

used internally and the reactive approach externally. As 

AODV and ACO combine, MRAA is created. Here, inter-

node pathways are created using ACO while AODV is 

used during a path search operation. The protocol survives 

while storing and maintaining the standby path, but it 

shows less delay and overhead. I-ACO employs two 

techniques to keep the host's pheromone levels high. 

Transition probability and directional probability are these 

processes [19]. Although the protocol demands higher 

control overhead and uses more resources, it reduces delay 

and improves packet delivery. A reactive region-based 

protocol called POSANT. Depending on where the source 

and destination hosts are located, this protocol divides the 

area around a host into 3 sections. FANT advances 

through each area as it looks for a way. Due to its inability 

to preserve host locations, the protocol suffers. Since the 

objective shifts quickly, it is challenging to distribute 

regions [20]. 

According to a group of scientists, MRP protocols operate 

according to the clustering theory. It establishes many 

routes between the cluster head and sinks after electing a 

node with high power as the cluster head. It chooses a 

communication path based on power and other factors 

[21]. It has been discovered that the protocol reduces 

power consumption and keeps the path open for longer. 

Nevertheless, the protocol does not adequately address 
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pheromone depletion and motion-based connection 

failures. E- AOMDV builds various pathways between the 

communication nodes while utilizing hop count and 

power efficiency [22]. When determining the path, it takes 

into account the power factors of all the hosts in the path. 

It is discovered that Protocol offers a longer lifespan than 

AOMDV. With ACO's positive acknowledgments, 

ACECR selects the best course of action. The protocol 

chooses the active path based on distance, mean power, 

and least power. It extends the life of communication and 

efficiently uses energy [23]. 

Researchers have proposed POSANT, which uses 

positional data and ant colony optimization to shorten the 

time needed to determine the path. Additionally, fewer 

control messages are sent. The protocol assumes that hosts 

are aware of their surroundings, including their immediate 

surroundings. As recommended by another group, EMP-

DSR selects the active route based on connection stability 

and FANT duration [24]. It employs a regional repair 

method. DSR, which selects the close-by nodes to reroute 

lost paths. Sadly, the protocol necessitates more resources 

and increases overhead. As a result, efficiency suffers. In 

addition, there are issues with increased congestion and 

incorrect management of lost connections as a result of 

host failure [25]. 

3. The Objective of the Work 

1. To optimize routes using nature-inspired algorithms 

that take signal strength, traffic, and host power into 

account. 

2. Use simulation to evaluate and contrast the performance 

of the improved algorithms with those of the baseline 

methods. 

4. The Projected Work: 

In a MANET, any node can act as a source, a sink, or an 

intermediate node. Each of these scenarios allows for 

packet transmission, reception, and forwarding. To 

transmit and receive packets, energy is required. Those 

hosts with weaker batteries will run out of juice sooner, 

which can bring down the entire route if those nodes are 

integral to it. In this section, we will discuss how to reduce 

Ant Colony Routing's power usage (ACR). To further 

reduce delays, the newly designed protocol will take 

signal intensities into account while choosing between 

available channels. 

The network is modelled in the Simple Ant Routing 

Algorithm (SARA) as a weighted graph with V vertices 

and E edges. The notation for this is G = (V, E). Adj[u] is 

an adjacency list that every node uses to keep track of its 

neighbours. This directory is constantly updated through 

neighbouring nodes exchanging HELLO messages. The 

routing table stores information such as the final 

destination, the next hop, and the total number of hops. In 

SARA, only one neighbour is allowed to forward the 

FANT, thanks to the application of control neighbour 

broadcast. If the ant stops at a node along the way that has 

a convincing path to the final destination, or is itself the 

final destination, a BANT will be produced. The BANT 

makes its way back to the node that sent it. As a control or 

data message travels along a network, the pheromone 

level at each node increases by. Then, after a time lag of, 

its value is reduced. Nevertheless, transmission does not 

account for the node's remaining power. Whenever a node 

sends or receives a packet, it loses energy. Consequently, 

a longer lifespan for a node means that it can keep the 

route going for longer. In this method, the route's 

steadiness can be strengthened. 

The residual power of the host is based on the energy's 

evolution from the beginning to the present. Here's how 

it's compared: 

𝐸𝑐 = 𝐸𝑖 − 𝐸𝑐𝑜                                                               (1) 

The node uses power when sending packets Et, receiving 

packets Er, and eavesdropping on packets Eo. Thus, the 

amount of energy used is equivalent to (2). In most cases, 

Eo is irrelevant and is not given any thought during 

proceedings. 

𝐸𝑐𝑜 = 𝐸𝑡 + 𝐸𝑟 + 𝐸𝑜                                                    (2) 

 

Table 1: Simulation background for protocols comparison. 

Parameter  Value 

Dimension 1000X1000 sq. m. 

Node Count 10-90 

Connection Count 5-60 

Source Type CBR 

Packet size  512 Bytes 

Buffer Size  50 packets 
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MAC layer 802.11b 

Simulation Model Random way point 

Propagation radio model 2 ray ground 

Maximum speed 20 m/s 

Pause Time 20s 

Interval time to send 2 packets/s 

Simulation time 100 sec 

Transmission power  0.7 packets/joule 

Reception power 0.3 packets/joule 

 

It appears that SARA and ESARA's routing workload 

increases when more nodes are added to the network. 

When there are fewer nodes in ESARA, the routing 

workload increases. This is because ESARA may fail to 

detect nodes with higher energy and a greater need for 

control packets during transmission if they are in a sparse 

environment. ESARA, on the other hand, chooses reliable 

nodes that send out minimal control packets as the number 

of nodes in the network grows. 

5. Result and Discussion: 

Throughput and packet delivery rate (PDR) for different 

nodes in the presence and absence of outliers are analysed 

and compared with the current method. Since the 

maximum number of nodes are taking part in the activities 

of the network, it is determined that the throughput 

improves with an increase in the number of nodes. The 

suggested network scenario has throughput within the 

threshold limits while there are no outliers, and throughput 

below the lower worthy threshold limit when there are 

outliers. 

5.1. PDR (Packet delivery ratio): PDR is the ratio of 

packets received to packets sent. The primary success of 

wireless networks is the transmission of packets. As far as 

PDR is concerned, this delivery ratio is a success. 

𝑃𝐷𝑅 =
𝑅𝑒𝑐𝑖𝑒𝑣𝑒𝑑 𝑃𝑎𝑐𝑘𝑒𝑡 𝐶𝑜𝑢𝑛𝑡

𝐷𝑒𝑙𝑖𝑣𝑒𝑟𝑒𝑑 𝑃𝑎𝑐𝑘𝑒𝑡 𝐶𝑜𝑢𝑛𝑡
                                            (7) 

 

5.2. Throughput: The throughput is the rate at which data 

packets are successfully relayed from the sending node to 

the receiving node. 

𝑇ℎ𝑟𝑜𝑢𝑔ℎ𝑝𝑢𝑡 =  
𝐹𝑜𝑟𝑤𝑎𝑑𝑒𝑑 𝑑𝑎𝑡𝑎

𝑇𝑟𝑎𝑛𝑠𝑚𝑖𝑠𝑠𝑖𝑜𝑛 𝑡𝑖𝑚𝑒
                                           (8) 

5.2. End-to-end delay: Reducing Reduced power 

consumption and increased reliability are two benefits of 

end-to-end (E2E) delay. Hence, less time spent waiting 

improves both efficacy and dependability. E2E delay 

measures how long it takes for a packet to go from one 

node to another. Time spent on tasks such as data 

processing, transmission, and reception are all factored 

into the end-to-end delay. 

𝐸𝑛𝑑 𝑡𝑜 𝑒𝑛𝑑 𝐷𝑒𝑙𝑎𝑦 =

𝑇𝑖𝑚𝑒 𝑓𝑜𝑟 (𝐷𝑎𝑡𝑎 𝑡𝑟𝑎𝑛𝑠𝑚𝑖𝑠𝑠𝑖𝑜𝑛 + 𝐷𝑎𝑡𝑎 𝑝𝑟𝑜𝑐𝑒𝑠𝑠𝑖𝑛𝑔 +

𝐷𝑎𝑡𝑎 𝑑𝑒𝑙𝑖𝑣𝑒𝑟𝑦 )       (9) 

All these evaluation parameters are calculated for above 

mentioned routing protocols and compared the 

effectiveness of proposed routing protocols with existing 

ones. 

Table II: Evaluation of proposed method with existing model based on different parameters. 

Node 

Count 

Throughput (Kbps) End to End Delay 

(ms) 

PDR (%) Energy Consumed 

(J) 

SARA ESARA SARA ESARA SARA ESARA SARA ESARA 

10 190.02 189.15 236.42 236.12 99.24 99.35 7.89 7.63 

30 226 226.14 245.48 244.57 98.89 99.16 15.27 14.82 

50 249.12 250.54 220.43 218.67 99.48 99.57 24.43 24.03 

70 260.28 264.18 237.28 236.49 99.67 99.75 34.58 34.16 

90 252.41 253.83 215.83 213.56 99.73 99.87 43.52 42.19 
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Fig II: Throughput and End-to-End delay enactment Comparison of the proposed method. 

 

Fig III: PDR (%) enactment Comparison of the proposed method. 

When choosing a path, ESARA ignores congestion. This 

causes longer latencies in data transmission. When hosts 

increase, experimental results suggest that latency 

decreases. In contrast, ESARA's simulation delay is very 

imperceptible. Table II and Figure II demonstrate that 

ESARA has a shorter latency than SARA. 

It was found that ESARA increases the quantity of packets 

transferred as more nodes are introduced into the 

ecosystem. This is because ESARA is able to find a more 

reliable path and send more packets when there is a large 

increase in the number of hosts sending data. Figure III 

displays the outcome of the simulation. If there are enough 

nodes, ESARA's throughput is much higher. As seen in 

diagram II, network throughput improves as more nodes 

are added. The average amount of energy used by ESARA 

is shown in diagram IV. 
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Fig IV: Energy Consumed enactment Comparison of the proposed method. 

The findings indicate that ESARA uses less energy than 

its predecessor. When ESARA disperses the data packets 

over the network, it steers clear of the nodes with the 

lowest residual energies. As a result, the network nodes' 

residual energies drop across the board. The results 

indicated that the proposed protocol had better PDR even 

when the network was fairly crowded. Throughput 

predominated when the routing overhead was minimised. 

Simulation results demonstrate that while SARA 

performed well for low-to-medium node counts, ESARA 

outperformed it for higher-to-extreme node counts. 

6. Conclusion:  

The lack of a single authority figure is what sets MANET 

apart. The route is decided at each node independently. 

The network's hosts collaborate to facilitate 

communication. By mimicking their foraging behaviour, 

ant colonies use the Ant Colony Optimization (ACO) 

approach to lay down a superior path between the origin 

and destination hosts. Ant agents are used in these 

protocols to aid the intermediary node in its path selection 

process. Here, all of the intermediate nodes work together 

to facilitate communication. As a result, the MANET is a 

perfect fit for the ant colony optimisation method. An 

optimal route can be attained with the use of ACO by 

considering factors like available bandwidth, congestion, 

and available residual energy. 

In this study, we explore some potential ways in which the 

ACO protocol's implementation could be enhanced. In the 

first phase, we balanced the energy by picking the nodes 

with the highest residual energy. Measurements of queue 

length are made later on to evaluate connection 

congestion. The adjustment was shown to increase 

throughput and decrease latency. The energy needed for 

talking was lowered as a side effect of this procedure. The 

Simple Ant Routing Protocol is one such protocol that has 

seen enhancements. At first, a new protocol called Energy 

Aware Simple Ant Routing Algorithm (ESARA) was 

developed in which the node's energy consumption was 

factored into the cost function. It was discovered that the 

adjustment boosted the packet delivery ratio and 

decreased routing overhead. Such an adjustment also 

helped boost communication throughput. It was observed 

that ESARA's performance improved even when the 

number of hosts increased. 
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